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Discussion

1
Introduction

This paper proposes how to discover and select the PCF in the 5G core network.
The Policy Control Function (PCF) defined in 3GPP TS 23.501 is a NF that  provides different policy decisions to the AMF and the SMF. The following diagramshows the policy reference architecture.
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Additionally, the PCF shall support the corresponding Rx procedures and requirements defined in TS 23.203 [4]. This facilitates the migration from EPC to 5GC without requiring these AFs to upgrade to support the N5 interface.
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Figure A.3.1.12-1: Interworking between 5G Policy framework and AFs supporting Rx interface

The PCF shall perform the session binding of AF session (established by N5 or Rx) with a PDU-CAN session (established over N7). 

There can be deployments in which multiple PCFs support N15 and N7 respectively.

Taking these aspects into account, the following can be considered for PCF discovery and selection.

Initial selection of the PCF
PCF selection is supported by the AMF. It may use the NRF to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured in AMF. 

PCF selection is also supported by the SMF. It may use the NRF to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured in SMF. 

Selection of a specific PCF
An AF request shall be served by the same PCF that has been selected by the SMF, in order to enable session binding. In EPS, the DRA provides the means to assure the binding. In 5GS, a similar functionality is needed. 
Although not mandatory, there can be cases in which it is preferred to select the same PCF for the AMF and the SMF.

Question 1: How to assure that the same PCF is selected for the SMF (N7)  and the AF (Rx, N5)?
Possible solutions:
Option 1. A new function is defined to support PCF discovery and selection, e.g. PCF Forwarding Mapper (PCFFM). 
Option 2. The PCF stores the binding information (e.g. IP address and PCF identity) in a DB. The AF can access the DB to select the PCF when establishing the N5, Rx session.
Option 1 is similar solution as existing DRA in EPC. The SMF contacts the PCFFM that selects the PCF and keeps the information about the PCF selected for the PDU-CAN session.  When an AF needs to communicate with a PCF, the AF interacts with the PCFFM to get the correct PCF for the corresponding PDU session. The AF can contact the PCF using Rx or N5 (Npcf service) so the PCFFM needs to provide support to both interfaces. 
Option 2 relies on storage of binding information in a DB (e.g. UDM) or via NEF (that can store information in SDSF).
Storing the information in UDM will require that the AF accesses the UDM. This puts additional complexity onto the AF. Also, in case of roaming with LBO, the AF in VPLMN would require access to UDM in the HPLMN to retrieve the binding information which makes solution complex and not optimal.
Using the NEF may be an option, where the NEF may optionally store the information in the SDSF. This however creates complexity due to mandate a NEF to do session binding between N5/Rx and N7, i.e. this would e.g. require a NEF in order to deploy IMS. 
It is proposed to provide a new function, the PCFFM, that manages the session binding information and performs the PCF selection to assure the N5/Rx and N7 binding.
Question 2: How to assure that the same PCF is selected from the (N15) AMF and (N7) SMF ?
It can be optionally provided the possibility to select the same PCF for AMF and SMF. 
Possible solutions:
Option 1. The PCFFM is contacted by AMF and SMF to select the same PCF. 
Option 2. The AMF selects a PCF and provides the SMF with the selected PCF.
Option 1 is the same as selected for binding between SMF and AF and can work as well for this scenario.  The drawback is that it requires a PCFFM even in deployments where N5/Rx is not used. 
Option 2 simplifies the scenario due to it does not mandate the PCFFM to assure the selection of same PCF for AMF and SMF.
It is proposed that the AMF provides the SMF with the selected PCF for the SMF (optionally) to select the same PCF to establish the PDU-CAN session.
2
Proposal
The following solution is proposed to be updated to TS 23.501.

* * * First Change * * *
6.3.7
PCF selection
Editor's note:
It is FFS whether slice information mentioned in this clause corresponds S-NSSAI and /or to other kind of information

6.3.7.1
PCF selection for an UE or a PDU session

See clause A.3.1.14. 
6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF
Authorized applications may, via the NEF, provide policy requirements that apply to multiple UE (i.e. group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF.
NOTE 1:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement

PCF(s) that need to receive application requests that target a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such application requests.

The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the application. When the SDSF is deployed, NEF stores the request from the application info into the SDSF.

Editor's note:
Other ways to store the AF requests (e.g. in UDR) may be considered.

The NEF associates the request with information allowing to later modify and delete the application request; it associates the AF request with:

-
When the request targets PDU sessions established by "any UE": the DNN and slicing information target of the application request,

-
When the request targets PDU sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request

All PCF that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

See clause A.3.1.14. 
* * * Next Change * * *
A.3.1.13
Binding mechanism

A.3.1.13.1
General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to a specific QoS Flow ID (QFI) as defined in clause 5.7.1.

For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the specific QoS Flow ID that is selected to carry the service data flow.

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding.

Editor's note:
Additional clarifications on how TS 23.203 [4], clause 6.1.1 relates to 5G is FFS.

A.3.1.13.2
Session Binding

Session binding is the association of the AF session information to one and only one PDU‑CAN session.

The PCF shall perform the session binding in the same way as defined in TS 23.203 clause 6.1.1 with the following differences and access-specific aspects:

-
The PCRF is replaced by the PCF.

-
IP-CAN corresponds to PDU-CAN.

-
The packet data network (PDN) the user is accessing is represented by the data network name (DNN).

A.3.1.13.3
PCC rule authorization

PCC Rule authorization is the selection of the 5G QoS parameters for the PCC rules.

PCC rule authorization is performed as described in TS 23.203, clause 6.1.1 for rules handled in NW mode, with the following differences:

-
The PCRF is replaced by the PCF.

-
The QoS parameters considered are the 5G QoS parameters (5QI, ARP, GFBR, MFBR, etc.).

-
IP-CAN corresponds to PDU-CAN.

-
PCF does not support procedures and information specifically related to Gxx.

A.3.1.13.4
QoS flow binding

QoS flow binding is the association of the PCC rule to a QoS flow identified by the QFI.

QoS Flow binding is performed in the same way as bearer binding described in TS 23.203, clause 6.1.1 with the following differences:

-
IP-CAN bearer is replaced by QoS flow.

-
The binding is created between service data flow(s) and the QoS flow which have at least the same 5QI and,  ARP.

Editor's note:
The relevance of further parameters described in 23.203 or 23.501 (e.g. notification control parameters) for the QoS flow binding is FFS.

A.3.1.14

PCF Discovery and Selection
A.3.1.14.1 
General principles
This clause describes the underlying principles for PCF selection and discovery:
-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU session (Session binding) handled over N7.
-
It shall be possible to deploy a network so that a PCF may serve only specific DN(s). For example, PCC may be enabled on a per DNN basis.
-
Unique identification of a PDU session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).
 A.3.1.14.2 
PCF selection for a UE or PDU session
-     The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:
-
Local operator policies.
-     The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection:
-
Local operator policies.
-
Selected Data Network Name (DNN).
-
PCF selected by the AMF. This is to select the same PCF for AMF and SMF.
A.3.1.14.3  Binding an AF request targeting an IP address to the relevant PCF
When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information. This network functionality has the following characteristics:
-
It has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. It shall receive information when an IP address is allocated or released for a PDU session.
Editor’s note: It is FFS whether the network functionality can select PCF.
- 
The functionality determines the selected PCF address according to the information carried by the incoming requests from the AF.
-
This functionality is able to proxy or redirect N5/Rx requests targeting an IP address of a UE. 
Editor’s note: It is FFS whether the above functionality is part of an existing NF or described as a standalone function that, in an implementation/deployment, can be colocated with existing NF(s).
Editor’s note: Additional information needed by the network functionality, e.g. for network slicing, is FFS.
* * * End of changes* * * *
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